SUMMIT HEALTH
COMPLIANCE MANUAL

Summit Medical Group, PA; Summit Health Medical Group, PA dba Summit Health; City
Medical of Upper East Side PLLC, dba CityMD; City Medical of Upper East Side, PLLC dba
Summit Health; Summit Medical Group, PA dba New Jersey Urology, Westchester Medical
Group PLLC and Westchester Urgent Care, PLLC (collectively, “Summit Health”) have
developed this Compliance Manual as a resource to provide an overview of our
Compliance Program. This Compliance Manual is not intended to fully describe all the laws that
apply to Summit Health’s personnel. This Compliance Manual should be read together with
Summit Health’s Code of Conduct, as well as all of Summit Health’s Compliance Policies and
Procedures. Even the most carefully constructed compliance program cannot cover every
situation that personnel may face. If you are unsure of the proper course of conduct in a
specific situation or believe Summit Health’s compliance program may have been violated, then

Y Company Hotline Website Hotline Number Compliance Dept

Summit www.hotline-services.com 1-855-252-7606 compliance@summithealth.com
1-908-277-8686

CityMD www.lighthouse-service.com 1-833-862-6675 compliance@summithealth.com
1-908-731-5685

WestMed www.hotline-services.com 1-855-252-7606 compliance@summithealth.com
1-908-277-8686

www.hotline-services.com 1-855-252-7606 compliance@summithealth.com

1-908-277-8686

Summit Health’s Compliance Program has been approved by the Compliance Committee and the
Board of Directors of Summit Health and is a statement of Summit Health’s expectations for all
employees (including physicians, clinical, technical, administrative, and support personnel) regarding
ethical conduct and compliance with all applicable laws.

A. PATIENT CARE AND VISION

Summit Health is committed to its organizational vision of building healthier, kinder communities.
To carry out this vision, we provide high-quality care to all our patients including:

e An ever-advancing system of open access to all practitioners and ancillary services;

e Evolving state-of-the-art facilities with a full range of ancillary services, operational
efficiencies, and community outreach that is in step with current and future advances;
The highest level of safe, quality care that continuously improves clinical outcomes;
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e Easy access to pertinent information for physicians, staff, and patients; and
e To continue to be recognized as one of the nation’s leading medical groups.

B. COMMITMENT TO COMPLIANCE

Summit Health is firmly committed to compliance with all applicable federal, state, and local laws
and regulations. This principle applies to every Summit Health employee and, where applicable, their
immediate family members. Employees of Summit Health are expected to meet the highest standards
of ethical and legal conduct. This includes consistently and fully complying with all laws and
regulations pertaining to the delivery of, and billing for, medical services provided at Summit Health.
Summit Health personnel are required to know, understand, and follow all policies and procedures
that apply to their work, and to seek clarification from their supervisor or Summit Health’s
Compliance Officer if they have any questions. Failure to observe the provisions of this Compliance
Program and Summit Health’s policies and procedures may result in serious consequences for
employees, including termination of employment.

C. CODE OF CONDUCT

Summit Health has developed a Code of Conduct that is designed to deter wrongful behaviors and
to promote honest and ethical conduct. The Code of Conduct details the principles, values, and
framework for compliance within Summit Health and provides guidance to personnel to ensure

compliance with all applicable federal, state, and local laws and regulations. Summit Health
personnel shall report violations of law or of company policies to the appropriate persons. The
Code of Conduct is available on the intranet or SharePoint. Personnel may also obtain the Code of
Conduct from Human Resources and/or the Corporate Compliance & Privacy Department.

D. LEADERSHIP RESPONSIBILITIES

Summit Health expects its leaders to serve as a role model for all personnel. Summit Health’s
leadership team helps to create a culture that promotes the highest standards of ethics and
compliance. Summit Health’s culture encourages all personnel to share concerns when they arise,
without fear of retaliation or intimidation. We will never sacrifice ethical and compliance behavior
for business or financial objectives.

E. COMPLIANCE PROGRAM BASICS

Summit Health will maintain and keep current its Compliance Program Manual. The Compliance
Program Manual shall be provided to all employees at new employee orientation. Upon initial
receipt of the Compliance Program Manual, each Summit Health employee shall read the
Compliance Program Manual and sign an acknowledgment that it has been read and understood.
Updates or changes in the Compliance Program Manual shall be posted on the intranet, with a
notification posted by the Compliance Officer of any such updates or changes.
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In addition, all Summit Health employees shall have training related to the Compliance Program
annually, shall acknowledge completion of the training and acknowledge understanding of the
Compliance Program. The acknowledgments shall be maintained by Summit Health.

Summit Health’s Compliance Program contains the following:

1. Designation of Summit Health’s Compliance Officer and Compliance Committee(s),
2. Development of written Compliance Policies and Procedures and the Summit Health
Code of Conduct, which contains the written standards of conduct,
. Open lines of communication, including a Compliance Hotline that permits anonymous
reporting without fear of retaliation or intimidation,
. Appropriate training and education,
Monitoring, reviewing, and auditing activities,
Enforcement of disciplinary standards, and
Response to detected deficiencies.

The Compliance Officer, in conjunction with the Compliance Committee which reports to the Board of
Directors, is responsible for ensuring the policies and procedures are developed and maintained in
accordance with this Compliance Program.

Il. COMPLIANCE OFFICER AND COMPLIANCE COMMITTEES

A. COMPLIANCE OFFICER

Summit Health has designated a Compliance Officer who is responsible for overallimplementation
and operation of the Compliance Program. The Compliance Officer is responsible for ensuring:

1. Standards and manuals are established, reviewed, and updated as necessary;

2. Employee and vendor screening mechanisms are in place and are operating properly;

3. Employees are receiving adequate education and training that focuses on the
components of the Compliance Program on a regular basis and that such education and
training is documented,;
Monitoring and auditing procedures are implemented from time to time in accordance
with audit policies adopted by Summit Health;
Effective lines of communication for reporting violations and clarifying policies are
established and maintained;

. The Compliance Program is implemented, distributed, and updated as necessary in
lightof changes in the needs of the practice or changes in the law, standards, and
procedures of the government and private payor health plans;

. Employee complaints and other concerns regarding compliance are promptly
investigated and documented; and

. Adequate steps are taken to promptly correct any identified problems and prevent and
monitor for the reoccurrence of such problems.
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Summit Health’s Compliance Officer

CINDY KISSELBURGH
INTERIM CHIEF COMPLIANCE OFFICER
150 FLORAL AVE. NEW PROVIDENCE, NJ 07974
EMAIL: ckisselburghl@shm.net

TEL: (860) 258-3480 x1206

B. COMPLIANCE COMMITTEES

The Board of Directors approved the formation of two (2) Compliance Committees:
(1) Corporate Compliance Committee, and
(2) Coding Compliance Committee.
These committees support the Compliance Officer and provide oversight of the implementation

and operation of the Compliance Program.

C. REPORT TO BOARD OF DIRECTORS

The Compliance Officer shall report at least twice a year to the Summit Health Board of Directors
on the status of compliance within Summit Health. This report shall include the results of any
recommendations resulting from the monitoring and audit work plans conducted during the prior
year and any other information requested by the Summit Health Board of Directors. In addition, the
Compliance Officer shall report to the Board of Directors any significant compliance matters that
may be identified by the Compliance Officer from time to time.

I11. REPORTING AND RESPONSES TO REPORTS

A. REPORTING

Summit Health strongly encourages open communication and direct access to the Compliance
Officer for all employees, without fear of retaliation or intimidation. If there are any questions or
concerns regarding compliance or any aspect of the Compliance Program, personnel should seek
clarification from their supervisor, a member of senior management, and/or the Summit Health
Compliance Officer.

Reports may be made to the Compliance Officer in person, through our Compliance Hotline
(online and telephone), by email, or anonymously by placing a typed letter in a sealed envelope
addressed to the Compliance Office. All requests for anonymity or confidentiality when reporting
an issue on the hotline or to a supervisor, or the Compliance Officer, shall be respected to the
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extent possible under the circumstances and in the best judgment of Summit Health’s Compliance
Officer, consistent with its obligations to investigate personnel concerns and take necessary
corrective action. The reporter is encouraged to provideas much information as possible to assist
with the issue at hand. Contact information is as follows:

Company

Hotline Website Hotline Number Compliance Dept

Summit

www.hotline-services.com 1-855-252-7606 compliance@summithealth.com
1-908-277-8686

CityMD

www.lighthouse-service.com 1-833-862-6675 compliance@summithealth.com
1-908-731-5685

WestMed

www.hotline-services,com 1-855-252-7606 compliance@summithealth.com
1-908-277-8686

www.hotline-services.com 1-855-252-7606 compliance@summithealth.com

1-908-277-8686

The following is the procedure for reporting and investigating potential compliance issues:

1.

If Summit Health personnel become aware of or suspect illegal or unethical conduct or
a violation of Summit Health policies and procedures, they must report it immediately
to their immediate supervisor, manager, Human Resources, and/or Summit Health’s
Compliance Officer.

Self-reporting is encouraged. Summit Health personnel who self-report their own
wrongdoing or violation of law will be given due consideration in potential mitigation
of any disciplinary action that may be taken.

Once a report is received, an investigation into the allegations will be conducted to
determine the nature, scope, and duration of the wrongful action. Summit Health
investigates all non-frivolous claims of wrongdoing. If the allegations are
substantiated, a corrective action plan will be developed.

Retaliation or intimidation in any form against anyone who makes a good faith report
of wrongdoing or cooperates in an investigation is strictly prohibited. If an individual
believes that he or she have been retaliated against, he or she should report it
immediately, using the procedure referenced in this manual.

Summit Health’s commitment to compliance depends on all personnel. Any employee who has a
good faith belief or concern that the Compliance Program or applicable laws may have been
violated by Summit Health or any of its personnel has an obligation to promptly report such belief
or concern either orally or in writing as set forth above.
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B. SUPERVISORS RECEIVING COMPLAINTS

Supervisors receiving a complaint that raises a potential compliance issue shall promptly report the
complaint to Summit Health’s Compliance Officer. Complaints that do not raise a potential
compliance issue will be referred to the appropriate department (e.g., risk management, human
resources, facilities). Supervisors will not take any retaliatory or intimidating action against personnel
who report complaints in good faith and/or cooperate in an investigation. Only where it has been
clearly determined that someone has made a report of wrongdoing maliciously, frivolously, or in
bad faith will disciplinary action be considered.

C. PERIOIC REVIEW OF REPORTING

The Compliance Officer shall periodically assess the effectiveness of the reporting mechanism and
make improvements as necessary. The Compliance Officer shall address all matters reported in an
effective and timely manner to reinforce the importance of compliance to those reporting and to
identify and correct any compliance issues identified with appropriate discipline, education,
training, revision of policies, or as otherwise indicated. The Compliance Officer shall maintain
appropriate records of the disposition of all confidential reporting. The Compliance Officer shall
include in the report to Summit Health’s Board of Directors appropriate comment on the
effectiveness of the confidential reporting system and resolution of compliance issues raised.

IV. COMPLIANCE POLICIES AND PROCEDURES

Summit Health has adopted policies and procedures, including those discussed below, to ensure
compliance with applicable state, federal, and local laws and regulations. These policies and
procedures are available to you on the intranet or SharePoint. Summit Health’s employees are
required to maintain familiarity with these policies and procedures and should regularly review
them carefully. If you have any questions regarding Summit Health’s policies and procedures or
the fraud and abuse laws and regulations, you should contact your supervisor or the Compliance
Officer.

The Compliance Officer shall regularly review the administrative and clinical policies and
procedures of Summit Health to ensure that such policies meet the needs of Summit Health with
respect to compliance, making revisions and additions for approval by the Summit Health Board of
Directors, as appropriate.

A. MEDICAL RECORDS/RECORDS RETENTION

Summit Health strives to ensure that all medical records are accurate, provide information that
documents treatment and medical services provided, and supports the claim submitted. Falsifying
medical records, financial documents, or other business records of Summit Health will not be
tolerated. In addition, the confidentiality of all medical records shall be maintained in accordance
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with state and federal privacy laws including HIPAA and HITECH.

Summit Health has adopted a record retention policy that addresses the length of time clinical and
business records will be retained and the security and disposition of those records. The Compliance
Officer shall ensure that the maintenance of such records complies with all applicable privacy and
confidentiality laws and regulations.

B. TRAINING AND EDUCATION

The Compliance Officer shall ensure that all employees receive initial and continuing education and
training on compliance issues directed to the specific job duties of individual employees or groups.
Training will be conducted in cooperation with those responsible for training such persons, and in
cooperation with Human Resources with respect to enforcement of such requirements through the
evaluation and compensation policies administered by Human Resources.

The Compliance Officer shall orient and regularly educate the Summit Health Board of Director
members regarding their fiduciary duties with respect to effective oversight of compliance matters
and the operation of the Compliance Program. The Compliance Officer shall strive in the course of
education and training activities, and in the conduct of the Compliance Program, to create and
maintain a culture of compliance at Summit Health. All Summit Health personnel shall be trained to
be committed to the goal of preserving the integrity and reputation of the organization through

proactive and vigorous commitment to knowledge of and compliance with all applicable
requirements, and the identification and resolution of compliance questions as they arise, with the
encouragement and support of management.

C. MONITORING AND AUDITING

Summit Health personnel are expected to fully cooperate with all authorized auditing and
monitoring activities. Summit Health’s Compliance Officer shall ensure that an annual audit work
plan is created by the Corporate Compliance Committee and the Coding Compliance Committee.
The Compliance Officer shall initiate compliance audits annually and more often as needed, to
identify problems deemed high-risk for compliance and to address other compliance issues.
Reports are prepared by Summit Health’s Compliance Officer and are presented to the Board of
Directors annually.

D. MARKETING

Summit Health’s marketing shall be honest, informative, and non-deceptive. Summit Health shall
strive to ensure that physicians and patients fully understand: (1) the services offered by Summit
Health; (2) specific procedures that are provided; and (3) the costs to the individual and the payor for
the procedures that are ordered. All Summit Health marketing materials should be clear, correct,
informative, and non-deceptive.
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E. EMPLOYEE /VENDOR SCREENING

Summit Health does not do business with, hire, or bill for services rendered by individuals or entities
that are excluded or ineligible to participate in federal healthcare programs. Summit Health’s
Human Resource Department is responsible for screening prospective employees and maintaining a
record of this information. Thereafter, Summit Health will make reasonable inquiry on a regular basis
into the background of physicians, employees, billing agents, consultants, and vendors whose job
functions or activities may impact: (1) the process of developing and submitting claims to payors; (2)
Summit Health’s relationship with other physicians; or (3) referral patterns between providers. Such
screening shall include, without limitation, checking the HHS-OIG’s List of Excluded
Individuals/Entities and the General Service Administration’s List of Parties Debarred from Federal
Programs.

V. HEALTHCARE LAWS, REGULATIONS, AND REQUIREMENTS

This Compliance Manual includes an overview of some of the key federal laws and regulations
that apply to Summit Health. It is not intended to be a complete discussion of these laws and
regulations. Summit Health expects its personnel to comply with all applicable federal, state, and
local laws and regulations. Failure to abide by applicable law is taken very seriously by Summit
Health and can lead to serious disciplinary action, up to and including immediate termination.

A. IMPROPER INDUCEMENT/KICKBACKS, SELF-REFERRAL, AND FALSE
CLAIMS

Summit Health and its personnel shall abide by all fraud and abuse laws and regulations and will
avoid situations or conduct that involves or consists of actual or potential fraud and abuse in our
internal operations. The term “fraud and abuse,” as it applies to Summit Health personnel,
encompasses various laws that generally prohibit: (1) the use of kickbacks or any financial
inducements or other payments in exchange for referrals of patients to or from Summit Health; (2) the
submission of false claims to the Medicare/Medicaid programs or any patient or third-party payor;
and (3) the making or acceptance of referrals for services by or from a physician who has a financial
interest in the entity performing the service.

1. THE ANTI-KICKBACK LAW

Summit Health does not pay (or offer to pay) for referrals of patients and does not solicit or
accept any such payment from others. Such remuneration may include, but is not limited to,
gifts, gratuities, certain cost-sharing waivers, and other things of value. Summit Health will not
make payments or provide non-cash benefits (e.g., sublease) to any physician or health
professional providing services without a written contract which has been approved through the
corporate/legal approval process. Summit Health shall ensure that all reports or other information
required to be provided to any federal, state, or local government agency shall be filed on time,
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accurately, and in conformance with the applicable laws and regulations governing such report or
information.

Summit Health shall not offer or give anything of monetary value, including gifts, gratuities,
favors, entertainment, or loans to an employee or representative of a government agency,
with which Summit Health has or is seeking to obtain contractual or other business or financial
relationship or that regulates any Summit Health activities or operations. Summit Health shall not
offer any remuneration to a federal health plan beneficiary that it knows or should know is
likely to influence that beneficiary’s selection of a particular provider, practitioner, or
supplier of Medicare or Medicaid payable items or services.

2. SELF-REFERRAL PROHIBITIONS (THE “STARK LAW”)

Federal and state laws make it unlawful to pay any individual based on the value or volume of
referral of patients. The physician self-referral laws (the “Stark” law) forbids referrals between
physicians and health care entities which have certain prohibited financial relationships. Under
the Stark law, a physician cannot refer patients to entities furnishing “designated health services”
which are payable under Medicare or Medicaid, if the physician or his or her immediate family
member has a financial interest in that entity. A prohibited financial relationship includes both an
ownership or investment interest and any compensation arrangement.

In compliance with the laws, all contracts, leases, and other financial relationships with other

providers who have a referral relationship with Summit Health will be based on fair market value of
the service or items being provided or exchanged, and not on based on the volume or value of
referrals of Medicare or Medicaid business between the parties. All agreements related to the
purchase of goods and/or services with physicians, physician groups, any entity owned or
operated by physicians and/or any other existing healthcare referral sources shall be in accordance
with legal statutory and regulatory requirements, as well as with Summit Health policies and
procedures.

A. Summit Health shall not submit, or cause to be submitted, a bill or claim for
reimbursement for services provided pursuant to a prohibited referral.

B. All agreements between Summit Health and physicians (including immediate
family members of physicians) or other referral sources must be submitted in
accordance with Summit Health contracting process and will be prepared, reviewed,
and approved by Summit Health’s Legal Services Department to assure compliance
with federal and state laws.

. All agreements where monies are being exchanged between Summit Health and a
physician or other referral source must, at a minimum, be based upon fair market
value and shall be commercially reasonable. They must not consider the value or
volume of referrals to any Summit Health physician.

3. FALSE CLAIMS

Summit Health intends to fully comply with the Federal False Claims Act (FCA) and all similar
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state laws and regulations. These laws strictly prohibit any individual from knowingly making or
submitting any false statement or representation of material fact or knowingly submit a false or
fraudulent claim for payment to the federal government or a third-party payor. If an overpayment
from Medicare, Medicaid, or any other federal healthcare program (whether or not arising from
a violation of law) is identified, it will be reported and returned to the appropriate government
agency, carrier, or contractor within sixty (60) days of the date on which the overpayment is
identified. Retaining an overpayment for more than sixty (60) days after the overpayment is (or
should have been) identified is considered a false claim.

B. CODING, DOCUMENTATION, and BILLING REQUIREMENTS

All persons involved in providing services, registration, coding, documentation, billing, or any other
aspect of the preparation and submission of claims for payment for healthcare services rendered by
Summit Health shall receive all required compliance training, as well as the training and
orientation specified for each position as determined by the Compliance Officer together with the
applicable senior manager responsible for such position.

Such training shall be sufficient to ensure that all identified persons are fully informed regarding
the requirements of federal, state, and private healthcare payment programs, and other applicable
requirements, including, without limitation, those regarding:

proper coding,

billing for items or services not rendered,

double billing resulting in duplicate payment,

billing for non-covered services as if covered,

misusing provider identification numbers which result in improper billing,
areas of insufficient documentation for services reported,
medical necessity,

coverage conditions and limitations,

proper use of coding modifiers,

clustering,

bundling and related situational billing limitations,

upcoding or under coding the level of service provided, and
inappropriate ownership of documentation for services rendered.

The Compliance Officer, together with the Manager of the Coding Compliance Department, shall
ensure that there are in place at all times regular and effective processes for assessing the
performance of all persons identified above and their compliance with such requirements, and a
regular and effective process for informing them of applicable changes in suchrequirements, or the
interpretation of such requirements on a timely basis. Such processes shall include regular
communications with payors, review of payor guidance, and participation in payor-sponsored
training where available and to the extent feasible.

Summit Health providers shall ensure that each patient’s medical record contains sufficient and

accurate documentation to support the services rendered and charges billed.
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To ensure that Summit Health’s documentation meets required standards, the Compliance Officer, in
conjunction with the Coding Compliance Department, shall monitor and/or educate
Summit Health physicians and other clinical personnel on the use and potential misuse of Electronic
Health Records ("EHR"). Such coding compliance training and education shall address
the risks of “cloning” information. Specifically, Summit Health physicians and other
clinical personnel will be instructed that information must never be cut and pasted from another
source location and that copying and pasting may only be performed pursuant to the
Coding Compliance Department policies and procedures governing same.

Summit Health providers shall only bill for services performed

If Summit Health did not perform a service, the service should not be coded as though provided
and there should not be a claim submitted to the patient and/or the payor. Any handling charge for
incomplete services should be clearly identified when submitting a claim.

All coding shall accurately describe the services performed.

Summit Health personnel must ensure that Current Procedural Terminology ("CPT") or
Healthcare Common Procedure Coding System codes, accurately describe the services that the
physician ordered, and that Summit Health performed along with the appropriate diagnosis code
("ICD10"), and that the services are documented in accordance with all applicable federal, state,
and payor requirements.

Where the Center for Medicare & Medicaid Services (“CMS”) requirements and/or any billing and
coding guidelines require that certain procedures be billed in an aggregate manner, you need to
ensure that only one code is used for all services included in the aggregate bundle of services. You
should not bill separate elements of procedures which are aggregated unless only one such element is
performed. Where necessary, employees should consult a Summit Health coding expert with the
necessary medical and technical expertise to review the code prior to submission of a claim.

C. COINSURANCE, DEDUCTIBLES, AND DISCOUNTS

Summit Health shall ensure that all legal and contractual requirements applicable to both
governmental and private payors regarding the collection of deductibles and co-payments are met
and that appropriate procedures are in place to assure full compliance with these policies.

The Compliance Officer shall review and approve requests for waivers to ensure compliance with all
applicable requirements and Summit Health procedures, and periodically monitor any such
waivers to ensure that such approval has been obtained where required. The Compliance Officer
shall review and approve procedures for the uniform application of financial guidelines in the
discounting of charges, and for any policy of discounts for all uninsured patients approved by
Summit Health leadership.
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Summit Health may offer different prices to different patients in appropriate circumstances.
Discounts also may be offered to managed care plans. Discounts may appropriately reflect
competitive factors such as the pricing offered by other practices. Discounts may not, however, be
based on the volume of Medicare or Medicaid business obtained.

D. QUALITY OF PATIENT CARE/MEDICAL NECESSITY

Summit Health is committed to providing high quality care to patients and will not tolerate the
provision of substandard of unnecessary care. Summit Health must satisfy the Medicare conditions
of participation that apply to Summit Health. The Office of Inspector General (“OIG”) is
authorized to exclude healthcare providers from participation in federal healthcare programs that
provide unnecessary or substandard items or services provided to any patient. Government
authorities are increasingly focused on the issue of substandard care and have brought enforcement
actions ranging from administrative remedies to sanctions, which could include monetary penalties
and exclusion from the government programs.

Training, orientation, and performance monitoring and assessment of all employees involved in
providing services and in the claims and registration functions shall be compliant with the
requirement that all services provided be medically necessary. This shall include billing for
services only where all applicable requirements regarding the documentation of medical necessity
for services provided have been satisfied, including documentation of the identity of the ordering
provider where applicable, the review of the order for appropriate indications where required, and
appropriate monitoring of orders for patterns or volume indicating questionable practices.

Summit Health personnel shall assure that all services for which bills are issued are medically
necessary.

Personnel should take reasonable steps to assure that services for which bills are issued are
medically necessary for the diagnosis and have been performed by a member or employee of
Summit Health. You should make a good faith effort to obtain clinical information on the medical
necessity of services (i.e., the signs, symptom, disease, or other condition). Failure to obtain
clinical necessity information, after a good faith effort, should be carefully documented.

E. PRIVACY AND SECURITY OF PATIENT HEALTH INFORMATION

Patient health information is protected under both state and federal privacy laws. Federal law refers to
this information as “protected health information” or PHI and is governed by the Health
Insurance Portability and Accountability Act of 1996 (“HIPAA”), the Health Information
Technology for Economic and Clinical Health Act of 2009 ("HITECH"), and their
implementing regulations, including the HIPAA Privacy Rule and the HIPAA Security Rule.

The HIPAA Privacy Rule provides privacy protections for PHI held by entities such as Summit
Health and sets forth, in detail, patients’ rights with respect to their PHI. The HIPAA Security Rule
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requires covered entities and their business associates that use PHI to use administrative,
physical, and technical safeguards to assure the confidentiality, integrity, and availability of
electronic PHI.

Summit Health has several policies and procedures in place to address these privacy and security
requirements. All personnel receive training on HIPAA requirements and are expected to obey
these requirements and keep PHI confidential during its collection, use, storage, and destruction.
Summit Health personnel are not permitted to access, obtain, disclose, or discuss PHI without
written authorization from the patient or their legal representative, unless necessary for treatment,
payment, or healthcare operations or as required by law.

VI. COMPLIANCE WITH OIG GUIDANCE

The Compliance Officer and/or the Compliance Officer’s designee shall regularly review relevant
OIG Fraud Alerts, Advisory Opinions, Compliance Guidelines, the current OIG Workplan, and
similar OIG guidance to determine potential compliance issues for Summit Health. The
Compliance Officer shall take appropriate action to ensure that Summit Health discontinues and
corrects problematic conduct identified by OIG and take reasonable action to prevent such conduct
from recurring in the future.

VIl. GOVERNMENT INVESTIGATIONS, SUBPOENAS, and AUDITS

It is the policy of Summit Health to fully cooperate with federal and state authorities in any
investigation. The Compliance Officer, or if the Compliance Officer is unavailable, the Chief Legal
Officer, shall be notified of the arrival of any agent or representative of a state or federal authority,
who shall be asked to present identification or credentials and any search warrant. Such persons
shall be asked to await arrival of the administration representative contacted, but no interference
with the agent or representative shall occur. Summit Health personnel shall not destroy or hide any
documents or records, give any false or misleading statements, or encourage anyone else to do so, but
may decline to answer questions until they have consulted with the General Counsel or counsel of
their choice. Any such investigation shall be considered confidential. The Compliance Officer shall
be notified regarding all non-routine communications from federal or state regulatory
authorities.

A. REQUEST FOR INTERVIEWS

An interview of Summit Health personnel may be requested by a government official,
representative, investigator, or other individual acting on behalf of the government. Summit Health
personnel are free to speak with government representatives as they wish. However, if they choose to
be interviewed by a government representative before calling the Compliance Officer, he or she
should contact the Compliance Officer as soon as possible after the interview. Summit Health
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personnel are encouraged to take notes during the interview. The Compliance Policy described
above contains additional information regarding government requests for interviews.

B. DEMAND FOR DOCUMENTS

A government official, representative, investigator or other individual acting on behalf of the
government may arrive at Summit Health with written authority seeking documents. This
authorization may come in the form of a demand letter, subpoena, or search warrant. Summit
Health personnel should notify the Summit Health Compliance or Legal Department. If contact is
not made, personnel should immediately notify the Administrator on-call. Once there has been
notice of an investigation, the destruction portion of any policy on record retention is suspended
and NO documents may be destroyed or altered until notified otherwise by Summit Health’s
General Counsel. If a government official, representative, investigator, or other individual acting
on behalf of the government presents a valid search warrant and identification, Summit Health
personnel must understand that government official, representative, investigator, or other individual
acting on behalf of the government have the authority to enter the premises, to search for evidence of
criminal activity, and to seize those documents or items listed in the warrant. No individual shall
interfere with the search and must provide the documents or items sought in the warrant. The
Compliance Policy described above contains additional information on these types of government
demands.

VIIl. CONFLICTS OF INTEREST

Summit Health personnel must exercise the utmost good faith in all transactions which touch upon
their duties and responsibilities for, or on behalf of, Summit Health. Even the appearance of
illegality, impropriety, a conflict of interest, or duality of interest can be detrimental to Summit
Health and must be avoided. The Summit Health Compliance Policy on Conflicts of Interest
applies to all personnel.

Personnel should not place themselves in a position where their actions or the activities or interests of
others with whom they or with whom a member of their immediate family may have a financial,
business, professional, family, or social relationship that could be in conflict with the interests of
Summit Health or its subsidiaries.

Examples of conflicts of interest include:

e A direct or indirect interest in any transaction which might in any way affect an
employee’s objectivity, independent judgment or conduct in carrying out his or her job
responsibilities.

Conducting any business or performing any services for another individual or company
while at work.

Using Summit Health property or other resources for outside activities.

Direct or indirect involvement in outside commercial interests, such as vendors,
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physicians, patients, competitors, or others having a business relationship with
Summit Health, which could influence the decisions or actions of an employee
performing his or her job.

Using or revealing outside Summit Health any confidential or proprietary information
concerning Summit Health.

Using for personal gain confidential or “insider” information obtained as a result of
their employment with Summit Health.

Summit Health personnel are required to disclose any situation that creates an actual or potential
conflict of interest to their supervisors, Human Resources, or Summit Health’s Compliance
Officer. In some situations, a waiver may be obtained only when full disclosure and appropriate
reviews are made, and approval is granted. Violations of conflict of interest policies are subject
to corrective action, up to and including immediate dismissal. If appropriate under the
circumstances, Summit Health may seek to recover damages or improperly received gains and/or
encourage prosecution for potential criminal offenses.

IX. EMPLOYMENT

Summit Health strives to provide a workplace environment that is in full compliance with all
applicable employment-related laws. Summit Health desires to maintain a safe and healthy work
environment for both its patients and its personnel. Summit Health strictly prohibits workplace
violence, threats of harm, and any kind of harassment of its personnel.

Summit Health provides equal employment opportunities to all employees, prospective and current.
Summit Health is committed to complying with all laws and regulations relating to equal
employment and non-discrimination matters for all protected classes of employees. Reasonable
accommodations will be made for known disabilities in accordance with the Americans with
Disabilities Act. Summit Health personnel with questions concerning these guidelines or who are
aware of any breach of the Equal Employment Opportunity (EEO) guidelines, should contact the
Human Resources Department.

X. MONITORING AND AUDITS

Summit Health shall monitor compliance with this Compliance Program and other Summit Health
policies or procedures, via internal audits, and other means. Such monitoring will also be used to
evaluate the effectiveness of Summit Health’s Compliance Program.

The Compliance Officer shall ensure that Summit Health implements and follows a regular program of
monitoring and auditing appropriately selected processes, practices, and bills to assure
continuous compliance with applicable laws, regulations, Summit Health policies, and the
requirements of federal and state healthcare programs, and to effectively identify, resolve, and
prevent future violations of applicable laws, regulations, and Summit Health policies. When
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violations do occur, and, where appropriate, the Compliance Officer shall self-report the violations
where required or advisable. The Compliance Officer shall implement and administer such a
program of monitoring and auditing in consideration of compliance concerns identified by OIG or
other governmental authorities, trade organizations, historical areas of concern at Summit Health,
issues associated with high volumes or high dollar amounts, unusual complexity, or confusion. The
Compliance Officer shall seek to implement such a program in a cost-effective manner gauged to use
resources inside and outside of Summit Health efficiently in the identification of compliance issues.
Particular attention shall be paid to medical necessity, anti-kickback, and self-referral issues.
Outside counsel and auditors will be engaged periodically as deemed appropriate by the
Compliance Officer or Summit Health’s Board of Directors.

XI. ENFORCEMENT AND DISCIPLINE

The Compliance Officer shall be responsible for ensuring that the requirements of the Compliance
Program are enforced in a consistent and rigorous manner, with appropriate discipline reflecting the
seriousness of violations of compliance policies and procedures. Disciplinary action may include
termination of employment with Summit Health.

Upon learning of a suspected violation, Summit Health shall promptly investigate to determine
whether a violation occurred. If a violation has occurred, Summit Health shall take appropriate

disciplinary and corrective action. If the violation results in an overpayment, Summit Health will
report and return to the government the overpayment within sixty (60) days after the date on which the
overpayment was identified within the meaning of applicable law.
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